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AHHOTAIUSA

CraTbst OCBsILEHA U3YUYEHUIO CTPYKTYPbl aMEPHUKAaHCKMX MHCTUTYTOB MH()OPMAIIMOHHBIX BOMH Kak
KIII0YEBOTO MEXaHU3Ma TpaHc(hopMauy 00IIECTBEHHOI'O CO3HAHUS U T'€ONOIUTUYECKHUX IPOLIECCOB
coBpeMeHHOcTU. Llenb paboThl — YacCTUYHO NPHOTKPHITH 3aHABECY ApXUTEKTYphl (CTPYKTYpHI)
MHCTUTYTOB HH(popManuoHHOro mnpoTtuBobopctBa CIIIA kak kapkaca COBpEMEHHOW MEIHITHO-
MOJUTUYECKON pealbHOCTH. B OoCHOBe wHccienoBaHUs JICKUT MEXIUCHUIUIMHAPHBIA IOAXO],
COYETAIONIN OOIIeHayuYHble METO/Abl U WHCTHTYLHOHAIBHBIA aHaIM3 (M3ydeHue (popMajabHBIX U
He(OpMallbHBIX CTPYKTYp LH(ppoBOH reremoHuun). B cTarbe oTMeudaeTcs, 4TO MHCTUTYTHI
uHpopmanoHHbIX BOWH CIIA (QyHKIMOHUPYIOT KaK CHCTEMHBIE aKTOpBI, OOBEAMHSIOUINE
rOCYJapCTBEHHbIE, KOPIOpPAaTHUBHbIE M He(OpMalbHbIE CETH Ul JOCTH)KEHUS TEreMOHMU
B LU(POBOM MPOCTPAHCTBE, MX WHCTPYMEHTApUil BKJIIOYAET HE TOJBKO Je3uH(OpMalrIo, HO H
AITOPUTMHUYECKOE yIIpaBiIeHUuEe BHUMaHueM, Big Data-aHanuTuky u MHOTHE IpyTryue METOJIbl, 3a CUET
HCIIOJIb30BaHUSl KOTOPBIX OCYIIECTBIISIETCS MOJPHIB JOBEpUS K MHCTUTYTaM IMPOTHBHHKA, B TOM
quciae K TPaJULMOHHBIM MeJua, nepeopMaTupyeTcs pealbHOCTb (M3MEHSIOTCS OOLIECTBEHHBIE
HOPMBI, TOJIUTHYECKUE TPEHIbl U HALUMOHAIbHBIE HACHTUYHOCTH), A TAKXKE PEIIAIOTCS WHBIC
IIOCTaBJIEHHBIE 3a7aud. Takxke JenaeTcs BbIBOJ O TOM, YTO MH(OPMALMOHHBIE BOMHBI Mepeluln
U3 TAKTHUYECKOIO B CTPATETMYECKUH PEKUM, IMPEBPATUBIIMCH B HMHCTPYMEHT JOJTOCPOYHOIO
repepacnpe/ielieHus BJIacTU B ToOanbHOM MacimTabe. TeopeTudeckas 3HAYUMOCTh PaOOTHI
3aKJIFOYAETCs B CHHTE3€ IOJXOJ0B IOJIMTUYECKON HAayKM M MEJUAaNCCIEAOBAaHUMN, YTO IMO3BOJISIET
IIPE/UIOKUTh HOBBIE paMKH AJI aHalu3a pealuil MH(OpMalMOHHO-UHIYCTPUAIBHOTO OOILECTBa,
KpU3Hca JEMOKPATUYECKUX MHCTUTYTOB M 3BOJIOLUM MEXIYHAPOIHBIX OTHOLIEHUM B YCIOBHSX
JOMUHHPOBaHUS INOOAIBHBIX HU(POBBIX MiardopM. MccnenoBaHue akTyanbHO A MOHUMAHUSA
MCTOYHHUKOB BBI30BOB, CBSA3aHHBIX C LU(POBHIM HEPABEHCTBOM, MaHUIYJISAIHMENH OOIIECTBEHHBIM
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co3HaHHEeM (MacCOBOM TICHXOJIOTHEHW) W TOMCKOM OajlaHca MEXIy CBOOOJ0W HHGPOpMAIMH H
0€301MacHOCTHIO.

KawueBble cjoBa:  HWHQOPMAIMOHHBIE  BOWHBI, IUQpPOBas  TEreMOHHUs, HHCTUTYTHI
I/IH(bOpMaI_[I/IOHHBIX BOﬁH, MO3I'OBBIC ICHTPbI, MCHTAJILHLIC BOﬁHBI, IICUXOJIOTHYECKHUE BOMHEI.

Abstract

The article is devoted to the analysis of the structure of American information warfare institutions
as a key mechanism of the transformation of public consciousness and modern geopolitical processes.
The purpose of the work is to partially open the curtain of the architecture (structure)
of the institutions of the information confrontation of the United States as the framework of modern
media and political reality. The research is based on an interdisciplinary approach combining general
scientific methods and institutional analysis (the study of formal and informal structures of digital
hegemony). The article notes that the US information warfare institutions function as systemic actors
that combine government, corporate and informal networks to achieve hegemony in the digital space.
Their tools include not only disinformation, but also algorithmic attention management, Big Data
analytics and many other methods that undermine confidence in enemy institutions, including
traditional media, reformatting reality (social norms, political trends, and national identities are
changing) and other assigned tasks are also being solved. It is also concluded that information warfare
has shifted from a tactical to a strategic mode, becoming a tool for the long-term redistribution
of power on a global scale. The theoretical significance of the work lies in the synthesis of approaches
of political science and media research, which allows us to offer a new framework for analyzing
the realities of the information-industrial society, the crisis of democratic institutions and
the evolution of international relations in the context of the dominance of global digital platforms.
The research is relevant for understanding the sources of challenges related to digital inequality,
manipulation of public consciousness (mass psychology) and the search for a balance between
freedom of information and security.

Keywords: information warfares, digital hegemony, information warfares institutions, think tanks,
mental wars, psychological warfares.

Beenenne

AKTyalnbHOCTh  HCCIIEZIOBaHMSI ~ OOYCJOBJIEHA  NIPOBEJACHHEM  HEJPYKECTBEHHBIMU
rocy/IapcTBAMU B HACTOSIIIEE BpeMs THOPUIHOM BOMHBI HOBOrO TUMA IIPOTHB Poccun!, Bimouaromeit
nH(pOpMaMOHHBIE ONepaluu UHCTUTYTOB MH(popmarmonHoi BoiHbl CIIA, n Hamnuuem mpobena
B CUCTEMAaTHU3aIlMH BCEX FIIEMEHTOB apPXUTEKTYPhl aMEPUKAHCKOM LI (PPOBOI rereMOHHUH, IIOCKOJIBKY,
3a4acTylo, Hay4Hble PabOTHI MO TeMaTHKe WH(POPMAIMOHHOTO MPOTHUBOOOPCTBA (POKYCHUPYIOTCS
Ha KaKoM-JTH00 OJTHOM BOIIpoce — Ha uctopuueckux acnekrax (bepneiic, Jlunnman, Cyneiimanosa),
Ha Takthkax (Pumn, Apkunna, JlrortBak), Ha TexHmueckux HroaHcax (Pacropryes, [[xeitmu,
[[Tuaiiep, Mopo3oB), 1100 Ha HHOHM MPOOIEMaTHKE, HO PEIKO KOHIENTYATH3UPYIOT MIPEICTABICHHE
0 TaKUX MHCTUTYTAX B 11eJI0M. J/laHHOE Hcce10BaHre YaCTUYHO BOCIIONHSIET 3TOT Ipobelt, mpearas
KJ1acCU()UKALMIO aMEPUKAHCKUX «UTPOKOB Ha I0JIe» WH(OPMAIIMOHHBIX BOMH.

Ilenp cTaThm — CHCTEMAaTU3UPOBATh APXUTEKTYpy HHCTUTYTOB HMH(DPOPMALMOHHBIX BOWH
CIIA.

J111g 3TOTO perarTces cieIyIoe 3a1a4u:

1) BoisaBUTH 1 KIaccuGUIUPOBATh HHCTUTYTHI HH(pOpMannOHHBIX BoiH CLIA.

2) OxapakTepu3oBaTb METOJAbI U MPOrPaMMbI UX BO3ACUCTBUS, 0003HAUUTH CBA3H MEXKIY

HUMH.
3) OO0o03HaYNTH pPOJb HAYYHBIX M OOpa30BaTENbHBIX YUPESKICHUN U aKaIeMHYECKUX
nporpamm CIIIA.
4) OnpenenuTh MOCIEACTBUSI aMEPUKAHCKOH ITU(POBOI rereMOHHH.

! Va3 Ipesunenta Poccuiickoit ®enepanuu ot 31.03.2023 Ne 229 «O6 yreepskaennn KoHUENIMN BHEIHEN TOJTUTHKY
Poccuiickoii  ®enepanmun» //  OdunumansHelli  MHTEpHET-nOpTayn  mpaBoBoit  mHpopmammu —  URL:
http://publication.pravo.gov.ru/Document/View/0001202303310007 (mata obpamenns: 10.05.2025).
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Cpenu mpoyux B CTaThE UCIIONB3YIOTCS CIAEAYIOUINE criennpuieckrie TepMUHBI:

1) IudpoBas rereMoOHMsI — JIOMUHHUPOBaHHE B MH(POPMALMOHHOM MPOCTPAHCTBE uUepes3
KOHTPOJb HaJ JaHHBIMHM, MeauarsiaropmMamMu U airoputMamu, oOecredyuBalrollee BIIHSHHE
Ha IICHHOCTU W TOBEACHHUE IIeNIEBBIX ayAUTOpHUIl (pa3BUTHE KOHIENUIUU KyJIbTYpHOH T'€reéMOHHMU
AHTOHWO ['pamim ¥ APyruX y4YeHBIX MPUMEHUTENHHO K IU(PPOBOH cpene [4]), a TakKe B MHBIX
chepax WHPOPMAIIMOHHOTO MPOTUBOOOPCTBA (HAMPUMEP, PA3BUTHE KOHIICMIIMHU IMPEBOCXOJICTBA
B TEXHOTPOHHYIO 3py 3. bxkesunckoro [19] u ap.).

2) TI'mOpuaHble KOHQMIUKTBI —  KOH(DIMKTBHL, COUYETAIOIIME TPAJUIUOHHBIE H
HETPAJAUIIMOHHBICE METOJbI TPOTHUBOCTOSHUSA (BOWHBI) (KuOepaTaku, MpomaraHmy, MOAJCPKKY
IIPOKCHU-TPYII U JIpYIrHe), CTUpAIOUIMe IpaHulbl Mexay BoiiHoW m mupom (M.H. Ilanapun [10],
A.B. Manotino [9], M. I'aneotTn [21] u ap.).

3) AaropurmMmuYeckoe ynpabJieHHe — MHCIIOJIb30BAHUE aJITOPUTMOB Ul MaHUIYJIALAN
MH(OPMALIMOHHBIMU MOTOKAMH, BKJIIOYas TapreTHPOBAaHUE KOHTEHTA, CO3JaHUE «(PUIbTPYIOLINX
ny3slpeii» © aBromaruzanuio AesuHpopmanmonneix kammanuit  (C.II. Pactopryes [13],
JIx. Honosan [20], L. 3y6odd [5], b. naiiep [29], Ix. baptaert [18] u mp.).

CraTbst BHOCHT BKJAJX B JIMCKYCCHUIO O HpUpOAE M (GopMax BIACTU B IH(PPOBYIO 3IIOXY,
npenjaras MEeXAUCUUIUTMHAPHBIN TOAXO0J K HW3YYEHHIO HWHCTHTYTOB, KOTOpBIE HE IIPOCTO
alanTHPYIOTCAd K TEXHOJIOTHYECKMM H3MEHEHHUSM, HO U aKTHBHO C MX IOMOIIbIO KOHCTPYHUPYIOT
HOBYIO MOJUTUYECKYIO PEaTbHOCTb.

O030p Hay4YHOI1 JIUTEPATYPbI

WudpopmanroHHble BOWHBL, Kak (DEHOMEH, yXOIIIIMNA KOPHAMU B KJIACCHYECKUE TEOPHH
MacCOBBIX KOMMYHUKAIIMH U MPOIAaraH/bl, CETO/IHS IEPEOCMBICTUBAIOTCS Yepe3 NMpU3My HU(GPOBBIX
TEXHOJIOTUH, 4TO TpeOyeT oOpamieHHss Kak K (yHIAMEHTAIbHBIM paboTaM MpOIIOro, Tak H
K COBPEMEHHBIM HCCIIEA0BAHUSM.

B HayyHoM JOHCKypce TPUCYTCTBYET 3HAUYUTEIbHOE UHUCIO pPadOT 1O TeMaTHKe
MH(OPMALIMOHHOTO MPOTHUBOOOPCTBA, — BBIACISAIOT HE MEHEE OAMHHAALATH MapaJurM HU3y4eHUs
nH(GOPMALMOHHBIX BOWH [14]: onHU HccienoBaTeny BUIAT B HUX WHCTPYMEHT TE€OMOTUTHUECKOTO
nomuHupoBanus (M. Ilanapun, 3. BXe3uHCKUW W TPOdY.), IpPYrue — KPU3UC IMUCTEMUYECCKOM
ycrorunBoctu obmectsa (I11. 3ybodd, T. Craiinep, J1.B. bunnac, P.T. MyxaeB u ipod.), TpeTbH —
paccMaTpuBalOT TaHHBIA (DEHOMEH CO CBOCH, MHOW, TOUKH 3PEHUSI.

Hekotopeie poccuiickue aBTopsl, Takue kak W.H. Ilanapun, A.B. Manoiino u P.T. MyxaeB
aKLUEHTUPYIOT BHHMMAaHHE Ha POJM TOCYJAapCTB B KOHCTPYHUPOBAaHUU HHGPOPMAIMOHHOTO
CYBEpEHUTETA, TOTJa KakK psAJ 3alaJHbIX TEOpeTHKOB, Hampumep, M. ®@yko u XK. Jeppuna
paccMmarpuBaeT BiacTh Kak AU (y3HYIO CeThb NUCKYPCHBHBIX MpakTUK. OcoObIil MHTEpec Takxke
MPEJCTABISAIOT pabOThI, CBA3BIBAIONINE HH(POPMAIIMOHHBIE BOMHBI C «HAJ30PHBIM KalMTATU3MOMY
(I11. 3y6odd) u Texnomorusimu «uBeTHbIX peBosmroruin» (. [lapm, JIx. lonacroyn, 3. JlioTTBak u
Jp.).

I'oBopst 0 (dyHgamMeHTaNBHBIX paboTax, HEOOXOJUMO OTMETHUTh, 4TO eme B 1920-x romax
Yontep Jlunnman B kuure «Obwecmeennoe muenuey (1922) BBen MOHATHE «CTEPEOTUNA» KaK
YOPOIIEHHOTO 00pa3a, KOTOpBIM Menua HCIHOJB3YIOT ISl yNpaBieHHsl co3HaHueM. Jlunnman
YTBEpKJaJl, YTO OOJIBIIMHCTBO JIOACH BOCIPUHUMAIOT MUP HE HANPSAMYIO, a Yepe3 «IICEBIOCPEIY»
[7], cosmannyto CMU, — unes, npeBOCXUTHBINAS COBPEMEHHBIC UCCIEA0BAHUS «(UIBTPYIOIINX
IIy3bIPEN» U aITOPUTMUYECKOHN NIEPCOHATIU3ALINH.

[Tapannensno [Maponsxa Jlaccysmin, onMH U3 OCHOBaTeNel TEOPUH KOMMYHHMKAIUU, B padboTe
«Texnuxa nponazcanovi 6 muposoii goune» 1927 r. chopmynupoBan 06a30ByH0 MOJETh aHAIN3a
MEIMaBO3/ICUCTBUS: KTO TOBOPHT, YTO, IO KAKOMY KaHAITy, KOMY U ¢ KakuM 3¢ dekTom [6]. Ero naen
JIETJIM B OCHOBY NMOHHMMAHMS MponaraHjabl Kak MHCTPYMEHTa yIPABJICHHUS MaccaMH, UYTO CETOAHS
aKTyaJIbHO B KOHTEKCTE aJTOPUTMHUYECKOro TapreTupoBaHus mHbopmanuu. [lozauee Jlaccyamn
MOTYEPKUBAIL, YTO KOHTPOJIb HAJ] MHPOPMALIMOHHBIMU TOTOKAMH TO3BOJISIET ANIUTaM (OPMHPOBATH
«CUMBOJIMYECKYIO UJICHTUYHOCTBY» [22], ONPEAEHAIONIyI0 BOCIIPUATHE PEAIbHOCTH, — KOHIICTIUS,
nepeKInKaionascs ¢ coppeMennoil Teopueii lomansr 3y6odd [5] 0 «HaA30pHOM KanmuTaInzMe,
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I7Ie JaHHbIE CTAHOBSTCS HWHCTPYMEHTOM IPOTHO3WPOBAHHUS M MaHUIYJALUU TOBEICHUEM.
3HaunTENbHBIN BKJIAJ] B pa3BUTHE ITpOTIaraH/ibl BHECIH Takxke Jasap bepueiic u Alisu JIu. bepneiic,
meMssHHUK 3urmyHaa @peiina, B kaure «lIpomarangay 1928 r. 000CHOBBIBAI, YTO MAHUITYJISIIHS
OOIIIECTBEHHBIM CO3HAHHUEM — HEOThEMJIEMasl 4acTh JIEMOKPATHH, TIE «CO3HAMENbHOe U YMenoe
MAHUNYTUPOBAHUE  YNOPAOOUEHHLIMU NPUBLIYKAMU U  BKYCAMU MACC ABIAEMCA  BANCHOU
cocmasnswel demokpamuyeckozo oowecmear [1, c. 12].

AiiBn Jlu, HampoTUB, BBICTYNAJI 3a MPO3PAYHOCTh M PACCMOTPEHUE BIIACTH HE Kak
«UTPBI C HYJIEBOH CYyMMOI1», a Kak CTOPOHHHMK HECEKLIMOHHOW KOHLIENIMM BJIACTH (BIACTh Kak
KOJUUICKTUBHOE JIEUCTBHE), pa3paboTaB MepBhIid dTHUYeCKUi Koaeke PR («exnapayus npunyunosy),
HO €ro K€ OOBHHSIU B «OMMbI6AHUUY» PEITyTALUN KOPIIOPALUil — 3Ta ABOHCTBEHHOCTh OTPaXKaeT
W3BEYHBIA KOHQIIMKT MEXITY MAaHUITYJISIIMEH U AUATIOTOM B HH(OPMAIIMOHHOM TIpocTpaHcTBe [28].

Wx Te3ucsl paszBuBan Ilon Jlazapcdenba, u3yuaBmmid B cepenuHe XX B. poib Meaua
B DJICKTOpPAJIbHOM TMOBe/ieHnUu. B pabore «Bwibop napooa» (1944) Jlazapcdensba mokazai, dTo
Biaustaue CMU onocpenyeTcs «uaepaMu MHEHUIR, 4TO CETO/IHS TPaHCPOPMHUPOBAIOCH B (heHOMEH
M (poBbIX UHGIIOEHCEPOB, MCHOJIB3YEMBIX B MH(GOPMAIMOHHBIX BOMHAX JUIsl PAaCIpOCTPaHEHUS
HY’KHBIX 3aKa34MKy HappaTuBoB [23].

CTpyKTypHBI aHaNM3 HWHCTUTYTOB HMH(POPMAIIMOHHOTO BIUSHUS TpsMo u  (WiIn)
OIMOCPEIOBAaHHO TAK)Ke NPEACTaBICH B pad0Tax MHOTUX POCCHUICKHX M 3apyOeXHBIX aBTOPOB.
OTtedecTBEHHBIE HCCAEAOBATEIM WH()OPMAITMOHHOW M THOPUIHON BOWHBI, HAIIpUMEpP, TaKUE Kak
WN.H. Ianapun u A.B. Manoino obOpamaioT ocoboe BHMMaHHE HAa TOCYJApCTBEHHBIC OpraHbl
nHpopMannoHHoM (rubpuaHON) BOMHBI 3anana npotuB Poccun, — 06a onu mumyt o poiu [PV,
YCC wu [pyrux aMepuKaHCKUX TOCYHApCTBEHHBIX YUPEKACHHA B HH(DOPMAIMOHHOM
MIPOTUBOOOPCTBE, B YaCTHOCTHU, U MPOTUB Poccuu, HO Takke 0c000€ MECTO B UX TPYlaX OTBOJIUTCS U
OMHUCAHUIO YYacTUs HEKOTOPhIX HETroCyJAapCTBEHHBIX MHCTHUTYTOB, HAalpUMEp, TaKUX Kak
®onn Kapueru, ®onn Pokdemnepa, ®oun Copoca u apyrum [9, 10].

WHocTpaHHble CHEIHMATMCTB B CBOMX TpPYyJAaX TOXE HE OOOILIM CTOPOHOH apXHUTEKTypy
nHpopmanmonHoro mnporuBobopctBa CIIA, — Tak, yka3aHHBIC BBIIIE PAOOTHI JOTOJHSIIOTCS
SMIIMPUYECKUMHU TPyAaMHU aMEpPUKaHCKUX uccienosareneil bproca IlInaiiepa u Esrenus Mopo3sosa,
KOTOpbI€  pAacKpbIBAIOT  TEXHUYECKHME  MEXaHW3Mbl  OKCIUTyaTanuu  JaHHbIX.  [lHaiiep
B «Data and Goliathy (2015) omnuceiBaeT, Kak KOpPHOpAallMd W TOCYNApCTBA HCIHOIB3YIOT
«MHGOPMAIIMOHHYIO aCHMMETPHIO» IS KOHTPOJs Haa TnoBeAeHueM [29], a Mopo3sos
B «The Net Delusiony (2012) mnpemynpexnaer, 4To UU(POBbIE TEXHOJOTUU YCUIHBAIOT
aBTOPUTApU3M, CO37aBas WIUTIO3MIO cBOOOBI [25]. B cBOIO oOuyepenp aHATUTHKU MPU3HAHHOMN’
B Poccun nexenarenpHoit opranuzanuu RAND Corporation («POH/] Kopnopaiimna») Tomac Pup,
Kpucrodep Ilon, Anucca Hemyc, Dnmuzaber boaun-bapon, Keittmma Maxkkamnox, Paitan Bayap,
Jbxonaran dynsusapa, benpxamun [[x. Cake, Maiikn [1Bun, Mapcenna Moppuc u Kemn busen
B HCCJIEI0BATEIBLCKOM oTueTe’ 2024 T. «Operationalizing U.S. Air Force Information Warfare» nis
Boenno-soznymnsix cun CIIIA B paspene «Current Organization» HpUBOAAT P MHCTUTYTOB,
yY4acTBYIOIIUX B WH()OPMAIMOHHOW BOIHE, a MMEHHO: ATCHTCTBO HAIMOHAIBHOW 0€30MacHOCTH
CIOA (AHB), MunucrepctBo o6oponsl CIIA, Kubeprkomangoanue (CYBERCOM), EUCOM,
SPACECOM, STRATCOM wu ap. YOMSHYTBII paHee cpeid aBTOPOB 3TOr0 MCCIIEI0BATEIHCKOTO
orueta T. Punm eme no atoro uccrnemoBanuss B 2020 r. B cBoeld kHure «Active measures»
aKIEHTUPOBAJI BHUMaHUE Ha posu [lenrarona, LIPY, USAID u npyrux aMmepukaHCKUX UHCTUTYTOB,
3aHUMAIOIIMXCS BEJCHUEM KaMITaHU# 10 Ae3uH(popmanuu, B ocooeHHocT npotus Poccun [27].

Oco0bIii TIIaCT WCClIe0OBaHUN WH(POPMAITMOHHOTO TIPOTUBOOOPCTBA CBSI3aH C TEXHOJOTHUSIMHU
«IBETHBIX PEBOJIOLUN» W «HEHACWJIBCTBEHHOTrO comportuBieHus». Jkun Illapnm B pabote
«Om ouxmamypwi k demoxpamuuy (1993) cucremaTu3npoBas METObI CBEPKCHUS PEKUMOB Uepe3

2 TlepeueHb MHOCTPAHHBIX M MEXIYHAPOAHBIX OPraHU3aLMi, JEATENbHOCTh KOTOPHIX NpPU3HAHA HEXENATENbHON
Ha Tepputopun Poccuiickoit ®epepanuu (Muntoct Poccum) — URL: https:/minjust.gov.ru/ru/documents/7756/
(mara obpamienus: 27.05.2025).

3Operationalizing U.S. Air Force Information Warfare (RAND Corporation) — URL: https://www.rand.org/pubs/
research_reports/RRA1740-1.html (gara o6pamenus 27.05.2025).
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MOOWIHM3AIINI0 TPaXKIAaHCKOTO obmiecTBa [16], 4To mo3ke ObUIO aganTHPOBAHO K HMUGPOBOU Ipe
B (opme cereBbix Kammanuid. Ero wuaem mnosnusiin Ha aestensHocTh HKO, cBsi3aHHBIX
¢ Jixopmxem CopocoM (6enopycckuii monutosor FOpuit BockpeceHcKkuii mumet?, 4To AesTeabHOCTb
Copoca u Illapma — cBoero ponxa pasjieieHHE TPyAa Ha CTPATeTHMI0 U TaKTUKY), 4eid (oHn
Open Society Foundation ¢uHaHCHpYEeT NPOEKTHl 10 TPOJBIKCHHUIO <«JIEMOKpaTum». Psin
MPOHUILIATENILHBIX aBTOPOB, Hampumep, Takux Kak MHropp Creukun (3kcnepr ONYQ) u
W.H. ITanapun, BUIAT B 3TOM (popMy «1iu(poBOro KOJIOHHAIM3MAay, T/I€ TaK Ha3bIBAEMbIE «3alaIHbIe
LIEHHOCTW» HAaBSA3BIBAIOTCA I0J BUIOM T'yMAaHWTApHOW, MHTEIUIEKTYyaJIbHOM, OpraHW3allMOHHOW U
WHOHU ITOMOIIIH.

BaxHblil BKIaJ B MOHMMAaHUE MHCTUTYLHOHAIBHOW apXUTEKTYpbl MH(OPMAIIMOHHBIX BOIH
BHec JI)ko3ed Hait M., aBTOp KOHIIETITMHU «MSATKOM CHIIB». Hali moguepkuBaeT poib MeIMaruraHToB
(mo Tumy CNN, NYT) 1 yHUBEpCUTETCKUX IIporpamm (Hanpumep, B ['apBapze u Ipyrux BeayLIuX
By3ax) B TJIOOQJIbHOM TMPOJBI)KCHHMM aMEPHUKAaHCKHX IIeHHOCTeH [26]. B cBow ouepenp
JI>KOH ApKHUJIIa OIMCHIBAET IBOJIIOLUIO CETEBBIX MOJIETICH yIipaBieH s, pa3pa00oTaHHBIX B TOM YUCIIE
RAND Corporation u DARPA [17], a xeitmu baptnerr B «The People vs. Tech» (2018)
IpeaynpekaaeT, yTo udpoBbie mIaTGOpMbl pa3pymalOT OOIIECTBEHHBIH JOTOBOpP, 3aMEHSS €ro
ANTOPUTMHUYECKON MoJsgpu3anuei [18].

Takum oOpa3oM, dBomOIMS TEOpH WH(POPMALMOHHBIX BOWMH W HMHCTUTYTOB, UX
OpPraHM3YIOIIMX U PEATU3YIOUIMX, AEMOHCTPUPYET, YTO OT KJIACCHYECKHUX MOJIENel mpomaraHibl
(JIaccyamu, JIunnMan) Hayka nepenuia K aHalIu3y CIO0XKHBIX CETEBBIX CUCTEM, /1€ TOCY1apCTBEHHbBIE
aKTOPbI, KOPIOPALMU U TPAKIAHCKOE O0IIECTBO KOHKYPUPYIOT 32 KOHTPOJIb HaJ HappaTuBamu. [Ipu
3TOM COXPaHAIOTCSA (yHIAMEHTAIbHbIE MPOTUBOPEUHUS: SBISAETCS U WH(GOpPMAIMS OPY>KUEM WU
peCypcoM Juanora, 3aBUCHUT JIU €€ BO3JIEHCTBUE OT KYJbTYPHOTO KOHTEKCTA UM YHHBEPCAIbHbBIX
aJITOPUTMOB, MOKHO JIM OTJEIIUTh MAHUIYJISIHIO OT CBOOOIHOTO 0OMEHA UIICSIMH.

OTU BOMPOCHI OCTAIOTCSI OTKPBITBIMU, HO UMEHHO UX 00CyXJeHue (popMUpYyeT OCHOBY IS
Mmoucka OamaHca MeXIy Oe30MacHOCThI0 M CBOOOAON B HU(DPOBYIO AMOXY, a TaKKe IMO3BOJISICT
MPUOTKPBITh 3aHABECY AapXUTEKTypbl HUGPOBON TIereMOHHH, KOTOpash HECMOTpS Ha Haludue
OOIIMPHOTO MEepeyHsl HayYHOH JIUTEepaTyphl, OCTACTCs HE B MOJIHOM Mepe CUCTEeMaTU3UPOBAHHON U
HE OXBaThIBAeT BCEX AJIEMEHTOB apXUTEKTYypbl MH(OpPMALMOHHBIX BOIH. J[aHHOE uccienoBaHUE
YaCTUYHO BOCIIOJIHAET 3TOT Mpo0el, mpenasaras KOMIUIEKCHYIO KJIAaCCH(MKalMI0 UTPOKOB M HX
B3aUMOJICHCTBHUA.

MeTtoanl

HccnenoBanue 6azupyercs Ha MEXAUCHUIUIMHAPHOM IMOJIXOE, COYETAIOUIeM OOIIeHayUHbIe
METObI, METOABI MOJUTHYECKOI'O AaHAIM3a M KadeCTBEHHOI'O M3Y4YEHHUs OTKPBITBIX MCTOYHHUKOB.
Kaxnplii w3 HHUX NPUMEHSJICS B COBOKYIHOCTH C JPYTUMH, oOecredyrBas MUHHUMH3ALUIO
CyOBEKTUBHOCTHU MHTepHpeTanuii. OCHOBHBIE ATalbl padOThI BKIIOYAIIN:

1) CoOop naHHBIX M MX H3y4YeHHEe (BbIsIBJICHHEe HHCTUTYTOB HHGOPMALMOHHBIX BOIiH) -
aHaJM3 OTEYECTBCHHONH M 3apyO0eXHOM HayyHOM JIMTEpaTypbl, JOKYMEHTOB TIOCYJapCTBEHHBIX
opranoB (odunuansueie caiitel ['ociena, USAID, USCYBERCOM, DARPA u unbIX), u3y4yeHue

caiitoB xopmopanuit (Meta*>, Google, Microsoft u nupix) u marepuazos HIIO (RAND, NED,
Freedom House*®, Open Society Foundation*’ i HHBIX), MOHHTOPHHT MEIHAKOHTEHTA KIIFOYEBBIX

4 "Copoc - ctpaTerus, a lllapm - TakTuka": BockpeceHCKHI 00BACHUI, YeM Pa3IMYaroTCs METOANYKH aBTopoB — URL:
https://news.by/news/obshchestvo/soros-strategiya-a-sharp-taktika-voskresenskiy-obyasnil-chem-razlichayutsya-
metodichki-avtorov (nata odpamenus: 31.05.2025).

5 Meta* (coumanbubie cetu Instagram* u Facebook*) — skcTpemucTckas opranusamus, AESATENBHOCTH KOTOPOI
3ampenieHa B Poccun.
¢ Freedom House* — Tennpokyparypa P® npusHana HexenarenbHOW B Poccuu JIeSATENLHOCTH aMEPMKAHCKOM

HenpaBUTEIbCTBEHHOW oprann3anuu Freedom House.
7 Open Society Foundation* — Tennpoxyparypa P® npusHana HexenaTenbHoi B Poccuu JesTeIbHOCTh aMEPUKAHCKOM
HeTpaBUTEILCTBeHHON opranu3aniu Open Society Foundation.
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CMMU (CNN, NYT, Reuters u nnbix) u mudpossix miardhopm (Telegram, Meta*®, X (Twitter),
BxoHTakTe U UHBIX).

2) CucremaTu3anus HH(poOpMAINH - KJacCU(PUKAIUS HHCTUTYTOB HH(POPMAITMOHHBIX BOIH
M0 KaTeropusM C BBIICTICHUEM HEKOTOPBIX UX (YHKIMH M METOOB BO3AcHcTBHs (TaOnuibl 1-7),
yKa3aHHE HEKOTOPBIX B3aMMOCBSI3€H MEXIy NaHHBIMH CTPYKTypamH (Harpumep, KOOpIAHHAIHS
I'ocnena, USAID u Meta*9).

3) MHcropuko-cpaBHUTENbHBI AaHAJAM3 - PETPOCHEKTHUBA PA3BUTUS  TEXHOJIOTUM
nHdopmanmnonnoro BiusiHUs (0T PR DnBapna bepneiica mo anroputmoB DARPA). CpaBHeHue
MeToA0B X0J0HOH BoHHBI (paano «CBoboaa») u coBpemenHbix onepanuii (Tik-Tok-HappaTussl).

4) IIpumeps (keiic-ctaam / case-study) - ncciaegoBaHNEe KOHKPETHBIX CITy4yaeB (CUTYaIUH,
KeiicoB), Takux kKak O6mokupoBka RT u Sputnik, DDoS-araku, kamnaauu Global Engagement Center
(GEQ).

WuTerparust METO10B MO3BOJIHIIA BBISIBUTH HE TOJIBKO CTPYKTYPHBIE OCOOCHHOCTH HHCTUTYTOB,
HO ¥ UX aJalTalyi0 K KyJbTYpPHBIM KOHTEKCTaM, 4YTO MOATBEPAMJIO TUIIOTE3y O TMEpexoie
MH(OPMAIIMOHHBIX BOWH U3 TAKTUYECKOTO B CTPATETUYECCKHUI PEXKIM.

PesyibTarhl aHau3a

B ocHoBHOI uacTu craThu OoJjiee MOAPOOHO PACCMOTPEHBl AMEPUKAHCKHE WHCTHUTYTHI,
y4acTBYIOIINE B MH(OOPMAIIMOHHBIX BOWHAX. )i HATTIITHOCTH MaTepUal MPEICTABICH B BUJIE CEMHU
Ta0JIUIl C OCHOBHBIMHM TOCYJApCTBEHHBIMH W KOPHOPATUBHBIMM HHCTUTYTaMH, AHATUTHYECKHUMHU
[IEHTPAaMU U YHUBEPCHUTETAMH, XaKePCKHUMH (POPMUPOBAHUSAMU U IHUPPOBBIMU HH(IIOCHCEPAMH,
OKa3bIBAIOIINMMH 3HAUUTEIbHOE BIMSHUE HA BOCHPUITHE U PACIPOCTPAHEHHUE NECTPYKTUBHBIX JIs
Poccun HappaTMBOB, a Takke BEAyUIMX HMHYIO MOAPHIBHYIO JEATEIHOCTh B OTHOIICHUH
Poccuiickoit @enepaiuu u Ipyrux rocyaapcTs.

HeoOxoauMo OTMETHTH, YTO 3Ta CTaThd HOCUT OO30pHBIM XapakTep W HE MPETEHIYyeT
Ha HMCUEPIBIBAIOIINN OXBaT BCEX YYAaCTHUKOB (MHCTUTYTOB) WHopManuoHHbIX BoWH CIIA, —
JAJIEKO 3a paMKaMH OCTalOTCS MAaJOU3BECTHBIE HEKOMMEPYECKHE M HENpPaBUTEIbCTBEHHBIC
opranuzanuu (HKO, HIIO), ananutudeckue craprambl U Meawa, KOTOpPbIE, 0€3yCIOBHO, TaKXe
BHOCAT CBOW BKJIAJ B apXUTEKTypy Lu(posoii reremonuu. Ilo oumenke Mrops Creuxuna', emre
B 1989 1. B CIIA yxe ¢yHKIMOHHpPOBATIA TaK Ha3bIBacMasi «TABUCTOKCKAs CETh», BKIIIOYAIOIIAs
B ce0s 10-20 xpymubIx yupexaenuit, 400-500 cpennux yupexaenuii u okoino 5000 cBsi3aHHBIX
C HUMHU MEJKUX YUYPEXKICHHH, B KOTOPBHIX padoTamo CyMMapHO OoJiee IMIECTHIECATH ThICSY
CHEIMATMCTOB B OOJACTSIX IMOBEJICHUYECKUX HAYK, YMPABICHHS CO3HAHHEM, COIMOJOTHYECKHIX
orpocoB, (GopmupoBanusi oOmecTBeHHOro MHeHus. C Tex mop macmTad HM3MEHWICS TOJIBKO
B CTOPOHY yBenHueHus. BMecTe ¢ Tem, aBTOpoM Obljia MPEANPUHSATA MOMBITKA UX CUCTEMATH3aIUU U
aHanm3a B OOIIEeM BHJE, B PEe3yJbTAaTe YEro ObLIO BBISBICHO, YTO WHCTUTYIHOHAIBHONH OCHOBOU
nHpopmanmonubix BoWH CIIIA sBiseTcss MHOTOYpPOBHEBas CHCTEMa TPABUTEIBCTBEHHBIX U
HEMPAaBUTEIbCTBEHHBIX OPraHM3allMid, a TAKKE XAKEPCKUX TPYNIUPOBOK U OTIACIBHBIX JIUJIEPOB
0OIIIeCTBEHHOT0 MHEHHS (MH(IIOEHCEPOB), HAIlpaBJeHHAs Ha TOJABJIICHHE CYBEPEHUTETa APYTHX
CTpaH U BBINOJIHEHUE UHBIX IEJCH U 3a1a4.

OCHOBHBIMH WHCTUTyTaMH HH(POPMAIIMOHHON BOWHBI NMPOTUB POCCHU SIBISIOTCS BOEHHO-
pa3BensiBatenbHbie CTPYKTypbl CIIA, o00bequHSIONME TEXHOJIOTHYECKHE, OIepaTHBHBIC H
aHAJIIMTUYECKUE  pecypchl Il cOopa  pa3BelJaHHBIX, J€CTAOMIM3alMU  KPUTHYECKOU
UH(PACTPYKTYPHI, ICUXOJIOTUIECKOTO BO3ICUCTBUS M HHBIX 33/1a4, KOTOPBIE TPEOYeTCs BBIIOIHSTH
JUIS BeJIEHUS TUOPUIHOW BOWHBL, a TaKKe JUId KypaTopcTBa HaJl OCTaJIbHBIMU HHCTUTYTaMH
nHpopManroHHoro npotuBodopctaa CIIIA.

8 Meta* (coumanbhbie cetn Instagram* m Facebook®) — sKkcTpeMHCTCKas OpraHu3anus, AEATENbHOCTh KOTOPOW
3ampenieHa B Poccun.
% Meta* (commanbHbie cetn Instagram* u Facebook*) — skcTpemucTCKas opraHu3anus, NESTENBHOCTh KOTOPOMH

3ampenieHa B Poccun.
10 lens TB. CekpeTsl TaBUCTOKCKOTO MHCTHTYTA. 3ar0BOp MCHXUATPOB Ha geHbru Pokdennepos. M. Creuxun — URL:
https://rutube.ru/video/38f13684722bce91d7b69984652abbd0/ (mara obpamenus: 23.04.2025).
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Heo6xoaumMo 0TMETHTB, UTO B IEpUO/ ClienalibHON BoeHHOU onepannu (CBO) nesarenbHOCTD
WHCTUTYTOB BEAYIMX HH)OPMAIIMOHHYIO BOIHY MpoTUB Poccuu mprobpena 0coOeHHO MacIITaOHBIN
Y arpecCUBHBINA XapaKTep, YTO MOKHO MPOMJUTIOCTPUPOBATh NaHHbIMU ctatTucTuku MBJI Poccun,
KOTOpBIE CBMJETENBCTBYIOT O TOM, 4TO B mnepuof c¢ 2022 mo 2024 rr. mpou3ouuI0 3aMETHOE
yBEIMUEHUE 4YHCJIa 3aperMCTPUPOBAHHBIX IMPOTHUBOIPABHBIX JEHCTBHM, OCYIIECTBICHHBIX
C TMpuUMEHEHHEeM HH(POPMAIMOHHO-TEICKOMMYHUKAIMOHHBIX TEXHOJNOTMH wiu B cdepe
KOMIBIOTEpHOH mH(popMmanuu'!, — Tak, B 2022 r. UX ObIIO HEMHOTMM 0ojee MOTyMHIIIHOHA,
a B 2024 r. yxe 765,4 Toic.'? Be3ycioBHO, He Bce OHM OTHOCATCS K OPIaHM30BAHHBIM H3BHE, OTHAKO
yIycKaTh U3 BUY TaKOM UCTOUYHHUK yTPO3 IBHO HE CTOUT, OCOOEHHO C YYETOM CTOJIb CTPEMHUTEIHHOM
JMHAMHUKH POCTA MX YMCIa UMEHHO B neprof CBO u peryaspHBIX KOMMEHTAapHEB'> 0T poccHiiCKHX
TOCCTPYKTYp M TOCCIYXXallMX O COTHSAX MOIIEHHUYECKUX KOJUI-IIEHTPOB, JACHCTBYIOLIUX
u3-3a pyoexa.

Takxe cTouT 00paTUTh 0cO00E BHUMAHUE Ha KOJIMYECTBO U CTPYKTYPY 3aperucTpUPOBAHHBIX
WHIIUACHTOB, — TaK, II0 JaHHBIM KOMIIAHUH ((POCTGJIGKOM-COJIap>>14, B 2022 T. KOJHYECTBO
kuOepaTak Ha CEpPBHUCHI U POCCUHCKHME OpraHMU3AIMK HE TOJIbKO Bo3pociio Ha 700% 1Mo cpaBHEHUIO
C TOJIOM paHee, HO M HanboJiee MoABep>KeHHBIMU aTakaM cTaiu uMeHHO @OVIBsI (mpuMepHO Kaxaas
naras araka), [MC (kaxpgas 1miectas — Kakzaas ceapmas araka), MeauaruiaTgopMbl
(mpuMepHO KakJash ceApMasl aTaka), CEpBHCHI Uil HaceleHUs (Kaxmas Jecaras araka) U WHbIC
opranuzanuu (puc. 1).

= @OUBEI
= [TUC
HoBocTHBIE M3MaHNS 1 MEIUABEIaHNE

CepBI/ICLI JJ1s1 HaCCIICHUA

10%

15%

® OUHAHCOBBIC HHCTHUTYTBI

= Murnie

Puc. 1. Ctpykrypa kubeparak Ha poccuiickue HHPpOopMalMoHHbIE pecypchl B 2022 T.

Cpenu KIII0OUEBbIX aMEPUKAHCKHUX BOCHHO-PA3BEIbIBATEIbHBIX OPraHOB, KYPUPYIOIIUX JAPYTUE
MHCTUTYTHl UH(POPMALMOHHBIX BOMH, UCXOJS U3 MHCCUH, NPEICTABICHHBIX HAa UX O(HIIMAIBHBIX
caiiTax, aHaju3a HAy4YHOW JINTEpaTypbl U HOBOCTEH MOKHO BBIICIUTH cieayronue: [leHTaron nim
MunucreperBo oboponst CHIA (U.S. Department of Defense, Pentagon), koTopoe siBiisieTcst OTHUM

! KpaTkast XapakTepHCTHKa COCTOSHHS IIPECTYITHOCTH B Poccmiickoii denepanun 3a sHBaph - aekabps 2022 Toma
(cratuctuxka MB/I Poccun) — URL: https://xn--blaew.xn--plai/reports/item/35396677/ (nata oOpamenus: 25.04.2025).
12 Kparkas XapakTepuCTUKa COCTOSIHUS TPecTynHocTH B Poccuiickoil ®enepanuu 3a sHBaph - nekabps 2024 roja
(cratuctuxka MBJ] Poccun) — URL: https://mBa.pd/reports/item/60248328/ (nata odpamenus: 31.05.2025).

3 B MBJI Ha3BaiM KOJMYECTBO JIECHCTBYIOIIMX HAa YKpPauHE MOINEHHHUYECKUX Koj-lientpoB — URL:
https://www.gazeta.ru/social/news/2025/05/21/25834844.shtml (nata obpamenus: 31.05.2025).

14 KonuuectBo kubepatak Ha cepBMCHl U cTPYKTyphl Poccun B 2022 roay Beipocio B cemb pas (TACC) — URL:
https://tass.ru/ekonomika/17327093 (mata obpamienns: 25.04.2025).
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https://%D0%BC%D0%B2%D0%B4.%D1%80%D1%84/reports/item/60248328/
https://tass.ru/ekonomika/17327093

13 KJIFOYEBBIX OPraHU3YIONINX 3BEHBEB BO BCell BoeHHO-pazBeabiBaTenbHOM cetu CIIA, US Cyber
Command (USCYBERCOM), koTopoe BBICTYHaeT KII0UEBBIM ONEPaTOPOM KHOepaTak, MoIIHHSISICh
HanpsaMyto [lenrarony ', ArenTcTBO HanMoHaNBHOM Ge3omacHocTn !¢ (AHB), crienmanusupyroeecs
Ha rinobanbHOM cOope curHainbHOM pasBeaku (SIGINT, mampumep, uepes mporpammy PRISM,
no uadopmanuu ot Dxsapaa CHoyjeHa, onmyOnIMKoBaHHOH B poccuiickux CMU!7, ¢ momomsio
xotopoit AHB mosyuaer noctyn k ganaeiM Meta* '8, Google, Microsoft u apyrux koproparnuii,
OTCJICKMBasi KOMMYHUKAIlMM B TOM YHCJIE POCCHUHCKHUX Tpa)K/JaH, BOEGHHBIX W YHUHOBHHKOB),
noapasaenenne TAO (Tailored Access Operations) ocymecTsisiomee neiensie B3oMb'”, [PV,
dbokycupyromieecss Ha BHEIIHEW pa3Benke (B TOM uuciae OUGPOBOKW) M HMHPOPMAIIMOHHBIX
oneparuax?’ (manpumep, B nepuox CBO 1IPY akTUBH3HPOBAO KaMIAHMIO MO PACIPOCTPAHEHHUIO
(elKOB O «BOGHHBIX TIpecTymuieHusx» Poccum dYepe3 moakoHTpodbHble uM CMU nu
Telegram-kananbl, B ToM uucie ¢uHancupyemble uyepe3 USAID B kauecTBe «OpraHU3allu-
npokagku» !, Taroke ObLT co37aH O(UIMATBHEIA TenerpaMM-kaHan 1[PY, Ha KOTOpOM rpaiaH
Poccun OTKpBITO MPU3BIBATIM K MPEATENbCTBY M aKTHBHOMY COTPYJHHYECTBY C aMEPHUKAHCKOU
BHemHell pasBenkoii’?), PasBenpiBaTensHOE yrpapieHHe MuHo60oporsl (DIA), ATEHTCTBO
MEePCHEKTUBHBIX 000pOoHHBIX MPoekToB (DARPA) u npyrue (cMm. tabmuiy 1).

Tabnuya 1
HexoTopblie opranbl BOeHHO-pa3BeabIBaTeIbHOr0 komiiexkca CIIA,
y4acTBYHOIIMEe B HH(POPMALMOHHOH BOiiHe
Kareropus HucruTyT IIpumepsl
METOA0B/MIPOrPaAMM
YnpasieHue U KOOpAUHALMS ITentaron, MuHucTepcTBO [Iporpammel o TUITY
o6opons! CIITA «CemaHTHYECKAS
(U.S. Department of Defense, | kpumuHaIHCTHKAY TUTSt
Pentagon) BBISABJICHUS (beikoBBIX

HOBOCTEH U BHJCO3AIIHCEH,
CO3JaHHBIX C IIOMOIIBIO

texnosoruu deepfake u wux
23

CO3JIAHHSI
Kubeponeparmu US Cyber Command Omneparuu no tuny «Glowing
(USCYBERCOM) Symphony»?%;

15U.S. Cyber Command official website. [Dnexrponnsii pecypc]. URL: https://www.cybercom.mil (nara obpamieHus:
20.05.2025).

16 U.S. National Security Agency/Central Security Service official website. [Dnextponnsiii pecypc]. URL:
https://www.nsa.gov/ (nara oopamienus: 20.05.2025).

17 Prism - rno6anbnas Mamuna Habmoaenus: kak CIIA yHudToxaroT cBo0oay B Mupe. [Diekrponnsiii pecype]. URL:
https://regnum.ru/article/1669976 (nara ooparmenus: 20.05.2025).

18 Meta* (coumanbhble cetn Instagram* u Facebook*) — skcTpeMHCTCKas OpraHuzaius, JEATENLHOCTb KOTOPOM
3anpeiena B Poccun.

9 TAO. [Dnekrponnsiii pecypc]. URL: https://www.securitylab.ru/glossary/tao/ (nara o6pamenus: 20.05.2025).

20 U.S. Central Intelligence Agency official website. [Dnmextponnsiii pecypc]. URL: https://www.cia.gov/ (mara
obpamenus: 20.05.2025).

2! IHCTPYMEHT «LBETHHIX peBomonuiy: kak USAID mox srumoii oMoy GpuHaHCHPYeT UHPOPMALMOHHYIO BOMHY €
Poccueii. [Dnextponnsriii pecypc]. URL: https://russiatoday.ru/russia/article/1437244-usaid-rossiya-informatsyia-voina-
finansirovanie (nara oopamenus: 31.05.2025).

2 1PV  co3mano  TelerpamM-kaHal Uil BEpOOBKM  POCCHSH. [Onextponnsnii  pecypc].  URL:
https://www.rbc.ru/politics/16/05/2023/64631ee69a79476b1bc3b760 (nata obpamenus 31.05.2025).

2 «HoBblii BUTOK HHPOPMALMOHHBIX BOWH»: 3a4eM [IeHTaroHy nporpamMmma 1o NpoTHBOAEHCTBHIO (PEHKOBBIM HOBOCTSM.
— URL.: https://russian.rt.com/world/article/664229-pentagon-feiki-informatsiya (nata oopamenus 31.05.2025).

24 Cyber  Operations in  Russia’s  War  against Ukraine. URL  —  https://www.swp-
berlin.org/publications/products/comments/2023C23 _CyberOperations_UkraineWar.pdf (mata o6pamenns 20.05.2025).
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Kareropus HucruTyT IIpumepsl
MeTO0B/IIPOrpaMm

ITouck ysa3BumMocren

B IMGpoBOH HHPPACTPYKTYype

I'mo6anpHBI cOOp AHB (NSA) [Iporpamma PRISM (maccoBas
CUTHAJIPHOU pa3BEeIKH CIe)KKa Yepe3 COICeTH —
(SIGINT), kpuntoananus, JOCTYH K JaHHBIM Meta*?3,
MaccoBasl ClIeKKa Google, Microsoft TUTS

MOHUTOPHUHIa KOMMYHHUKALIUN
POCCHUIMCKHUX  TpaxiaH u
YUHOBHUKOB).

B31oM ciyTHUKOBBIX ceTel u
SHEPTrOCUCTEM, UHBIE METOIbI

Buemnsis pa3Benka, B ToM LPY (CIA) BepOoBka poccusiH  uepes
qucie nuppoBas pa3BeKa u Telegram-kanan.
MICUXOJOTHYECKUE ONEepaALINU B3nom Telegram-kananoB u

aKKAayHTOB  MOJb30BaTeneii’s.
Onepanyu Mo CO3AaHUI0 CETH
«3KCIIEPTOB», MPOABUTAIOLINX
OIlpeJIeJIEHHbIE HAPPATUBHI (110
tuny «Integrity Initiative»)?’.

Boennas pazBenka PazBenynpasienue AHaln3 BOEHHBIX U HHBIX
Muno6oponsr CIIIA (DIA) | Bo3MOXHOCTEH Poccun?®;

[TyOnukanus aHaIUTHUYECKUX

JIOKyMEHTOB no TUTTY

«Worldwide Threat

Assessmenty ¢ akIeHTOM Ha
yIpo3kl co cTopoHsl Poccun?’

Crneuonepauun JSOC (o0benuHeHHOe Omnepaunu mo tuny «Timber
KOMaH]IOBaHHE) Sycamorey (mommepkka
AHTUIIPABUTEIIbCTBEHHBIX
cu)>03!
TexHOI0rnu MaHUITYJISILUNA DARPA IIporpammsl o THILY
SMISC (2011r.)
(aBTOMaTU3UpPOBAHHBIN aHAIN3
COLIMAJIBHBIX ceTeil),
SocialSim (2017r.)

25 Meta* (coumanbhbie cetd Instagram* u Facebook*) — skcTpemmcTckas opraHmsanus, JAeSTENLHOCTH KOTOPOH
3anpeiena B Poccn.

26 CIA Able to Access Encrypted Data on Telegram, WhatsApp — URL: https:/sputnikglobe.com/20170307/cia-
wikileaks-telegram-whatsapp-1051348537.html (nara o6pamenus 20.05.2025).

7 Do it CIA style: What you need to know about latest leak on UK-funded psyop — URL:
https://www.rt.com/news/446809-integrity-initiative-third-leak-uk/?ysclid=mawticxdqv20602708 (mata oOpamieHus
20.05.2025).

2 Oduuuaneuenii caiit Passenynpasnenus Muno6opons: CIIHA (US DIA). — URL: https:/www.dia.mil/About/
(mara obpamenus: 26.05.2025).

29 ExkeroHbIH aHAIMTHYECKUH noknaj Passexynpasnenns Muno6oponsl CIIIA «Annual threat assessment». — URL:
https://www.congress.gov/118/meeting/house/117088/witnesses/HHRG-118-AS26-Wstate-KruseJ-20240411.pdf (mata
oOpamenus: 26.05.2025).

30 OdunmaneHelii caiit EQuHOrO oOmepaTuBHOTO KOMAHIOBAaHHS BOWCKaMHU crielnanbHOro HasHaueHus CIIHA
(USSOCOM). — URL: https://www.socom.mil/ussocom-enterprise/components/joint-special-operations-command
(mara obpamienust: 26.05.2025).

31 Timber Sycamore: The CIA’s Syrian Regime Change Operation. — URL: https://www.militaryhistory.info/timber-
sycamore-the-cias-syrian-regime-change-operation/ (nata obpamenus: 26.05.2025).

224


https://sputnikglobe.com/20170307/cia-wikileaks-telegram-whatsapp-1051348537.html
https://sputnikglobe.com/20170307/cia-wikileaks-telegram-whatsapp-1051348537.html
https://www.rt.com/news/446809-integrity-initiative-third-leak-uk/?ysclid=mawticxdqv20602708
https://www.dia.mil/About/
https://www.congress.gov/118/meeting/house/117088/witnesses/HHRG-118-AS26-Wstate-KruseJ-20240411.pdf
https://www.socom.mil/ussocom-enterprise/components/joint-special-operations-command
https://www.militaryhistory.info/timber-sycamore-the-cias-syrian-regime-change-operation/
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Kareropus HucruTyT IIpumepsl
MeTO0B/IIPOrpaMm
(MozleTupoBaHUE TOBEICHUS ),
INCAS (2020 1.) (Influence

Campaign Awareness
and Sensemaking).
Narrative Analytics

(aHayMTHIKa HApPpPaTUBOB U
TOJIMEHA CMBICJIOB)

Kontppaszsenka OBP (FBI) [Tporpammebl o THUITY
«Foreign  Influence  Task
Force» (paccnenoBaHus
«POCCUHCKOTO

BMENIATETHCTBAY ) >
I'eonpocTpancTBeHHas NGA CnyTHUKOBBIH ~ MOHUTOPUHI
pa3Bezaka (HarmmonanpHOE areHTCTBO BOEHHBIX 00bekTOB Poccun

reonpOCTPAaHCTBEHHON (nHpOpPMAITMOHHO-

pa3BEaKHN) TEXHUYECKasi BOMHA)

Kaxk 6110 0TMEueHo paHee, rocyaapcTBeHHbIe HHCTUTYTHI CILIA, BXos1e B aMepUKaHCKUH
BOCHHO-Pa3Be/IbIBATEIbHBIN KOMILJIEKC, UTPAIOT CHCTEMOOOPA3yIOIIyI0 poJib B MH()OPMALIMOHHON
BoliHe MpoTuB Poccum, yacTh 13 HUX ObLTa MpuBeaeHa B Ta0ymie 1. OMHaKo HE BCE U3 HUX HAPSIMYIO
BXOJIAIT B HET0, — HEKOTOpPbIE TMOMYUHSIOTCS BOCHHO-PA3BEABIBATEIIBHOMY KOMILICKCY
(6putH yupexaeHsl U (unu) (GUHAHCHUPYIOTCS UM W (WJIM) TOAOTYETHBI €MYy) WM JIeHCTBYIOT
napajuieNibHO, MPU 3TOM HCIOJIB3Ys, HAPUMED, 3aKOHOAATEIbHbIC, (PMHAHCOBBIE M PETYISTOPHBIC
pBIYary JJis MHOTOYPOBHEBOI'O JABJICHUS C LIETbI0 M3OJIALUU POCCHICKUX MeAua, MPOIABHKECHUS
MpO3araHbIX HAPPATHBOB U CO3AHMSI PABOBOM OCHOBHI JIJIsl ITU(POBOI IIEH3YPHI.

Tak, wnampumep, ['ocmemaprament, uyepe3 cBoii Global Engagement Center (GEC),
KOOPJIUHHUPYET KOHTPIPOMATAHANCTCKHE KAMITAHWU, BBIICISISI MUJUTMOHBI JOJUIAPOB HA TPOCKTHI,
KOTOpBIE MyOIUKYIOT «pa3zobnadeHus» o Poccun™, a moxnanasl GEC, Takue kak «The kremlins never
ending attempt to spread disinformation about biological weapons» GopMupyOT eauHbIH
AHTUPOCCUMCKUN HAPPATHUB O «BOCHHBIX MPECTYIUICHUSIXY, JDKU poccuiickux CMU u odunmanbHpIX
.

Mundun CHIA (depe3 YmpaBiaeHue Mo KOHTPOIKO 3a MHOCTpaHHbIMU akTuBamu, OFAC)
BBOIMT CAHKLMH NPOTUB poccuifckux memua®, Bkmouas RT u Sputnik, Gmokupys ux moctyn
K MEXIyHapoaHbIM (UHAHCOBBIM cucTemMaMm (BkimtoueHne dtux CMU B cmmcok SDN
(Specially Designated Nationals) Taxxe NpHBeNO K OTKIIOYEHHIO WX OT PEKJIAMHBIX IIIaTtdopm
Google 1 Meta**® u cokpamnieHnI0 10XO0M0B POCCHICKONW KOMIAHHH, PaBHO KaK U MEPCOHAIbHbIE
CaHKIIMU MPOTHUB MEIUAMEHEKEPOB, TaKUX Kak Mapraputa CUMOHBSIH, elle O0JbIle OrpaHuIIIN
OTlepaIlMOHHbIE BO3MOXKHOCTH poccuiickux wmenua). llIupoko wu3BecTHOe B MOCIEIHEE Bpems
ArentctBo CHIA mo wmexnayHapomnomy passutuio (USAID) d¢unancupyer pasHooOpa3HbIe
Mpo3anajHble MEIUanpOeKThl Ha MOCTCOBETCKOM MPOCTPAHCTBE U MO BCEMY OCTAJIbHOMY MHpY.

32 FBI And Its Foreign Influence Task Force Purged Sources Who Were Onto Biden Corruption. — URL:
https://thefederalist.com/2023/10/26/fbi-and-its-foreign-influence-task-force-purged-sources-who-were-onto-biden-
corruption/ (mata obparmenus: 26.05.2025).

3 Tocaen co3maér cnenuanbHbI GOHN 1 cIOHCHpoBaHUs aHTHpoccuiickux CMU. — URL: https://life.ru/p/1106948
(mara obpamienust: 26.05.2025).

3% 3anmck U3 0QUIMATEHOTO PYCCKOA3BIYHOTO TeslerpaMm-akkayHTa ['ocynapctsennoro Jenapramenta CIIIA — URL:
https://t.me/USApoRusski/1253 (nzata obpamenus: 30.05.2025).

35 CIIA BBenu cankuuu TpoTuB Meamarpynmnsl "Poccus ceroams". — URL:  https://ria.ru/20240904/sanktsii-
1970637108.html (nata oopamenus: 30.05.2025).

36 Meta* (coumanbubie cetu Instagram* u Facebook*) — skcTpemmcTckas opraHmsanus, JAeSTENLHOCTH KOTOPOH
3anpeiena B Poccum.
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Cormacao marepuasiam Russia Today ot 20 despans 2025 r.: «bonee 6,2 ThIC. )KypHAJIHCTOB
n3 707 pepakuuii u 279 «MeAMMHBIX» HEMPAaBUTEIbCTBEHHBIX OpPraHU3allUi IOJydYaldu JEHbIH
ot ArentctBa CIIIA mo MexayHapomHOMy pasBuTHION® . HexoTopsle u3 3Tux rocopranos CIIIA,
YYacTBYIOLIMX B MH(POPMAILMOHHOW BOIHE, B TOM yHciie npoTuB Poccuu, mpeacraBieHsl B Ta0.2.

Tabauya 2
HNubie rocynapcreennbie opranbl CLIA, yuacTBywomue B uHGOPMAIIMOHHOI BOHe
Kareropus HucTuTyT IIpumepbl MeTOIOB/IPOrpaMm
KonTtpnpomaranga I'ocnoen (GEC) I'panter mo tumy StopFake Ukraine, mokmaasr mo Tumy

«The kremlins never ending attempt to spread
disinformation about biological weapons» u T.11.

DUHAHCUPOBAHUE USAID [TpoexTsl o ¢uHancupoBanuto CMU, xypHaIUCTOB U
HIIO WHBIX  JIUEPOB OOII[ECTBEHHOI'0  MHEHUS  JJId
MPOJBUKEHHS] HEOOXOIUMBIX HapPaTUBOB U T.II.

Kubepb6ezonacHocTh CISA IIporpamma «Shields Up» (3ammura uHbpacTpyKTypsl),
osokupoBka Russian Today u T.11.

Cankun Mundun CIHA | bnokupoBka RT, Sputnik uepe3 Specially Designated
(OFAC) Nationals List u T.11.

I'moGanbubie Mmenua | U.S. Agency for | Yopasinenne Radio Free Europe/Radio Liberty,
Global Media Voice of America (aHTUPOCCUIICKHE HAPPATHUBHI) U T.II.
(USAGM)

Ananmutuyeckne 1eHTpsl win think-tanks CIIA ciykaT MHTEIIEKTyaaIbHBIM (DYHIaMEHTOM
nH()OPMAIIMOHHBIX BOWH, pa3pabaThiBasi CTPATErHH, HAPPATUBBI U TEXHOJIOTHH ISl MAHHUITYJISIUH
oOmecTBeHHBIM co3HaHueM. Takue cTpykrypel kak Council on Foreign Relations (CFR),
RAND Corporation u Atlantic Council (06e npu3Hanbl B Poccun HexenaTeaTbHbIMU OpraHU3aLUSIMH )
GOpMHPYIOT TIIO0ATBHYIO MOJUTHKY, NpPOJABUTAs W30S0 Poccum dYepe3 AOKIambl Bpoje
«Containing Russia»3S.

RAND Corporation u Atlantic Council (o6e npusnanbl B Poccum HexenaTeabHBIMU
opranuzansiMu) (OKycHpYIOTCS Ha TakTHKax THOpuIHbIX KoH(pmukTOoB: RAND wmccnenyer
anroputmbl  TikTok mns  me3opueHTaN obmectBa®’, a Atlantic Council yepe3 DFRLab
KOOPJMHUPYET MapKUPOBKY «BPaXk1eOHOr0 KoHTeHTa» ¢ IT-rurantamu’®,

Taxke 0COOYyI0 pOJb UIPArOT IICHTPHI, CICMUATU3UPYIONINECS Ha TMCHXOJIOTHYECKUX

OTepalusAX U COLUATbHON MH)KeHepuu. HeKoTopble Takue MHCTUTYTHI IIPUBEACHBI B Tabme 3.

37 IHCTpYMEHT «LBETHBIX peBomonuiiy: kak USAID mop srumoil momomy (GuHAHCHPYeT HHOPMALMOHHYIO BOMHY
¢ Poccueit. — URL: https://russiatoday.ru/russia/article/1437244-usaid-rossiya-informatsyia-voina-finansirovanie

(mara obpamenus 31.05.2025).

38 Containing Russia. Council Special Report from U.S. Foreign Policy Program and Europe Program. — URL:
https://www.cfr.org/report/containing-russia (gara obpamenus 31.05.2025).

3 TikTok Is a Threat to National Security, but Not for the Reason You Think. — URL:
https://www.rand.org/pubs/commentary/2024/08/tiktok-is-a-threat-to-national-security-but-not-for.html

(mara obpamenust 31.05.2025).

40 Wartime content moderation and the Russian invasion of Ukraine. — URL: https://dfrlab.org/event/wartime-content-
moderation/ (nata oopamenus: 31.05.2025).
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Tabnuya 3

Hexotopsle think-tanks n ananutnyeckne nenrpsl CIIA,
y4yacTByWOIIMe B MH(POPMAIIMOHHON BOiTHE

Kareropus HucTuTyT IIpumepbl MeTOIOB/IPOrpaMm
IIcuxomoruueckue Cetb Uccnenosanus rpynnoBon IUHAMHUKU u
UCCIICIOBAHMS TaBUCTOKCKOTO | MAaHUITYJISILIMK CO3HAaHUEM; Y4YacTHE B IPOEKTax
uactutyTa B CIIIA | HATO 1no ncuxogoru4eckum omnepamusm.
CoumanbHas ®onp JIxkozaiin | DUHAHCUPOBAHHE  MNPOrpaMM MO  HW3MEHEHUIO
WH)KEHEepHUs Mbiicu miazmero | moBeAeHHs yepe3 00pa3oBaHUE U MEIUIUHY.
(Macy Foundation)
Crparerun Council on Foreign | loknagsr mo tumy «Containing Russia»y u uHas
CICP)KUBAHUS Relations (CFR) | akTUBHOCTB.
AHTHpOCCUiicKas Atlantic Council | IIpoekt DFRLab (MOHUTOPUHT «POCCHIICKHX OOTOBY)
aHaAJIUTUKA U MapKHpPOBKa «BPa)x/1e0HOTO KOHTEHTa» COBMECTHO
¢ IT-ruranramu.
I'moGanbHbIe RAND Corporation | MccnenoBanuss mo tunmy «TikTok Is a Threat
HappPaTHBBI to National Security».
Tabmuua 4 packpbiBaeT  CTPYKTYypy  Y4acTHUsl  JAPYTHMX  HErocyJapCTBEHHBIX

(aenpaButenbcTBeHHBIX) opranuzanuii (HI1O, HKO) u tpancuanmonansHbIx Koproparuii (THK)
B MH(OPMAIIMOHHON BOWHE MPOTUB Poccuu, akieHTUpYs: BHUMaHUE HA UX POIH B (DOPMHUPOBAHHUH
AHTUPOCCUMCKUX HAPPAaTUBOB U MOAABICHUH AIbTEPHATUBHBIX TOUEK 3PEHUS.

Hanpuwmep, Haunonaneusiit ¢pona B nmogaepxky aemokpatuu (NED) (Takxke npu3HaHHBIHA
B P® HexenaTenbHOM opraHm3alyeil, mpuueM nepBbiM — ere B urose 2015 1.) Beenser®! rpantsr
CTPYKTypaM BpOJ€ TakKe IpuU3HAHHOW B Poccuum HexXenarenbHOM OpraHu3auued —
«Free Russia Foundation», moanepkuBaromieii MpPOTECTHHIE ABHXKCHUS, a Meta**?, u Google
pa3pabaTLIBAIOT AITOPUTMBI ISl MAHUITYJIAIMH KOHTEHTOM M MOMCKOBOM BhIgaueii*? 44434647,

Bbonee cucrtemHo nndopmaniys no HUM MpeacTaBieHa B Tadbnuie 4.

4 Tloaneprkka «akTUBUCTOB» U HyxkHbIXx CMU: Ha Kakue poekThl B PO amepukanckuii Gpoua notparui okoso $1 miun
B 2019 romy — URL: https://russian.rt.com/world/article/696122-ned-fond-ssha-granty-rossiya (mata oOpamieHus:

31.05.2025).

42 Meta* (coumanbhble cetn Instagram* um Facebook®) — 3KCTpeMHCTCKas OpraHM3alus, JEATENbHOCTh KOTOPOMH
3anpemiena B Poccum.

3 EBpokoMuccHst omrrpadosana Google HOYTH Ha €2,5 MIIpJI. — URL:
https://www.rbc.ru/business/27/06/2017/595221089a7947c¢d7bf06105 (nara obpamenus: 31.05.2025).

H“ European Commission. Commission fines Google €242 billion. — URL:
https://ec.europa.eu/commission/presscorner/detail/en/ip_17 1784 (mata obpamenwns: 31.05.2025).

4 Munroct CHIA noman mck mpotue (Google HW3-3a «MOHONOJIHMM» HAa PBHIHKE IIOMCKOBBIX chcTeM. — URL:
https://vc.ru/legal/168884-minyust-ssha-podal-isk-protiv-google-iz-za-monopolii-na-rynke-poiskovyh-sistem

(mara obpamenwust: 31.05.2025).

4 Justice Department Sues Monopolist Google For Violating Antitrust Laws. —  URL:

https://www.justice.gov/opa/pr/justice-department-sues-monopolist-google-violating-antitrust-laws

(mara obpamenwust: 31.05.2025).

47 B O6uiecTBeHHOl Manare HasBanu crpaseausbiM mrpad Facebook. — URL: https:/lenta.ru/news/2021/12/24/oprf/
(marta obpamenus: 31.05.2025).
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Tabnuya 4

Hexotopsie HITO n xopnopanun CIIA, yyacTBylomue B HHGOPMALMOHHOH BOiiHe

Karteropust HucTUTYyT IIpumepbl MeTOTOB/IPOrpamMm
®uHaHCUpPOBaHUE National I'pantsr HITO, nanpumep, «Free Russia Foundationy,
OITITO3ULINHN Endowment for noaaepxka Telegram-kaHan0B OTITO3HITHH.
Democracy (NED)
®uHaHCHUpPOBaHUE Open Society @unaHcupoBaHue mporpamMm 1o Ttuny «Media
OTITIO3UITUHT Foundation Freedom Initiative» (0OyueHue »KypHaIUCTOB).
Ilensypa Meta (Facebook, | Manunynsmuu KOHTEHTOM (men3ypa u
mwiatgopm Instagram) ne3uH(pOpMaLus, PaclpoCTpaHEHHUE 3alpPEIIeHHOrO
POCCHIICKUM CYJIOM KOHTCHTA).
Ilensypa Google (YouTube) | IIpoextr «Project Shield» (6moxkupoBka TOMEHOB),
wiathopm MaHUITY AU IIOMCKOBOM BBIJIAYEH,
pacrnpocTpaHeHHE 3aMpPEeIeHHOI0 POCCUICKUM CYJIOM
KOHTEHTA, JEMOHETH3allisl KaHAJIOB aBTOPOB U3
Poccuu u unsble.
Lensypa Microsoft Otkmouenne cepBucoB Azure s P®, GiokupoBka
maThopm RT u Sputnik B LinkedIn.
Ilensypa X (Twitter) Anroputm «Freedom of Speech Not Reach»
wiathopm (orpaHHYeHME BUAUMOCTH aKKayHTOB)*,
[len3ypa Apple [len3ypa npuiioxxenuit B App Store moj npemyiorom
miatdopm «6e3omacHOCTHN ¥,
['mo6anbasie CMU Reuters, [TyOGnukanus cratei O «BOCHHBIX MPECTYIUICHUSIX
(mponBuKeHUE Associated Press u | Poccum» ¢ HempoBEpEeHHBIMH HCTOYHUKAMH.
HappaTHBOB) WHBIE
TeneBu3noOHHbIE CNN, Fox News, | Tpanciauus  penoprakeid ¢ aKLEHTOM  Ha
ceTu NBC, CBS, ABC, | «pOCCHICKYIO arpecCHIO».
(mponBUXEHNE etc.
HappPaTHBOB)
[leuatnsie u3nanust | New York Times, | Ctatbu o «koppynuuu B Kpemie» u «HapyHIIeHHUSX
(mponBHKEHUE Washington Post, | mpaB 4yenoBekay.
HappaTUBOB) Bloomberg, etc.
«DunanTponus ®onp Pokdennepa | PuHaHcupoBaHHE  TPOEKTOB MO  «boppbe ¢
BIIMSTHUSI nesurpopmanumein» gepes HITO.

48 Ceobona cnosa mo Unony Macky. Conmanbhas cetb Twitter oruntanach o pa6ore nporpammel Freedom of Speech
Not Reach — URL: https://www.ixbt.com/news/2023/07/13/twitter-freedom-of-speech-not-reach.html
(nata obpamenus: 31.05.2025).
4 HoBble CaHKIHA npoTHB BraaenbieB iPhone u iPad. VX BTuXyo IuIvm NpUiIoOKeHUs «ABUTOY». PellieHre HaieHO.
Omnpoc — URL: https://www.cnews.ru/news/top/2025-05-29 novye sanktsii_applevladeltsev
(marta obpamenus: 31.05.2025).
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Kareropus HNucTuryT IIpumepbl MeTOIOB/IPOrpaMm
O®unancupoBanne B CIHIA cetn TaBUCTOKCKOIO
HHCTHUTYTA YCJIOBCYCCKUX OTHOIIICHHUH.

«Dunantponus ®onx Kapaern 3a | Ananutudeckue ctathu mo tuny «Is the Global Tide
BIIUSTHUS MexayHapoaubiii | Turning in Favor of Democracy?»°°.
MUp Jloxnans! mo Tuny «IIpeaemnst pocta»’..

Eme oHOM Ba)KHOH TPYyMNITON aMEepUKaHCKUX MHCTUTYTOB MH()OPMAITMOHHBIX BOWH SIBIISIOTCS
YHUBEPCUTEThl U aKaJEeMHUYECKHE WHCTUTYTbHI, KOTOPbIE I'OTOBAT KaApbl A MH(OPMAIMOHHBIX
oTepaluil U Jpyrux HanpaBIeHUH THOPUIHON BOIHBEI.

Tak, HanpumMep, I'apBaps MPOBOIUT HCCIIENOBAHMS 110 Ae3uH(opManuy, Mens mpojgsuraer
HappaTuBbI 00 «3KOHOMUYEecKOM 3a0BeHuM» Poccun, a MIT pazpabaTsiBaeT HHCTPYMEHTHI LIEH3YPHI.
bosee cuctemMHo MH(OpMaIUs 10 HUM IpeACTaBlIeHa B Taduuue 5.

Tabnuya 5
HexoTopble yHuBepcUTETHI H akafieMudeckue nporpammsl CLIA,
y4yacTByWOIIMe B MH(POPMAIIMOHHON BOiTHE
Karteropust HucTUTYyT IIpumepbl METOT0B/IPOrpamMm
HccnenoBanus I"apBapackuit UccnenoBanus no tumy «Search engine manipulation
BIMSHUS YHHUBEPCUTET to  spread pro-Kremlin  propaganda»®’> wu

oOpa3oBaTenpHble TMporpamMmbl 1o Ttumy «Digital
Propaganda Analysis»>°.

IIponBuxeHue Wenbcknmii UccnenoBanus mo tumy «Business Retreats and
HappaTHBOB YHUBEPCUTET Sanctions Are Crippling the Russian Economyy,
yOexnmalonme B~ «IKOHOMHYECKOM  3a0BEHUN

Poccun’,
Perymsimus MIT [Iporpamma «Internet Policy Research Initiative»
KOHTEHTa (pa3paboTka WHCTPYMEHTOB IIEH3yphl B CBS3KE

C MOJIMTHKaAMH U TCXHOJIOTUYCCKUMU KOMHaHI/IHMI/I)SS.

[Toaroroska Craudopackuii Kypcet  «Cyber Policy Center» (oOyueHue
KaJ[pOB IO YHUBEPCUTET KuOeporepanmsm).
KuOepomneparusam

Ilcuxomoruueckue HarnmonanbHbIit HccaenoBanust 1mo BO3IEHCTBUIO COICETEM Ha
olepanuu HHCTHUTYT IICUXUKY TOApOCTKOB. [IporpamMmsl 10  THILY
IICUXUYECKOTO «CornuanbHble MEeIUa U JETTPECCHS.

50 Is the Global Tide Turning in Favor of Democracy? — URL: https://carnegicendowment.org/research/2023/05/is-the-
global-tide-turning-in-favor-of-democracy?lang=en (nara obparmenus: 31.05.2025).

5! The Limits to Growth — URL: https://www.clubofrome.org/publication/the-limits-to-growth/ (nata oGpameHus:
31.05.2025).

32Search engine manipulation to spread pro-Kremlin propaganda — URL:
https://misinforeview.hks.harvard.edu/article/search-engine-manipulation-to-spread-pro-kremlin-propaganda/

(mara obpamenwust: 31.05.2025).

53 Propaganda Education for a Digital Age — URL: https://www.gse.harvard.edu/ideas/edcast/21/03/propaganda-
education-digital-age (nara oopamenus: 31.05.2025).

54 Chief Executive Leadership Institute Research Insights: “Business Retreats and Sanctions Are Crippling the Russian
Economy” — URL: https://som.yale.edu/story/2022/chief-executive-leadership-institute-research-insights-business-
retreats-and-sanctions (nara ooparienus: 31.05.2025).

33 Internet Policy Research Initiative — URL: https://internetpolicy.mit.edu/ (gata o6pamenns: 31.05.2025).
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Kareropus HNucTuryT IIpumepbl MeTOIOB/IPOrpaMm

3n0poBbs CIIIA
(NIMH)
['pynnoBas Lentp Pa6oter Kypra JIeBuHa 1o ympaBieHUIO TOBEACHUEM
JUHaAMHKa HUCCIICA0BAaHUA Tpymil. 3KCHepI/IM€HTBI IO BJIMSIHHUIO aBTOPUTCTA.
rpynmnoBOr

quHaMuku MIT
(Research Center
for Group
Dynamics, RCGD)
KynbsrypHas HNucturyr HccnenoBanuss Mapraper Muj no MaHUIYISLUU
AHTPOIIOJIOTUs COIIMAJIbHBIX KYJbTYPHBIMU CTEPEOTUIIAMH.
UCCIIE0BAHUMN
(Muuuran)

Tabnuira 6 MPUOTKPHIBAET 3aHABECY POJIM He(HOPMATBHBIX CTPYKTYP, XaKEPCKUX TPYIITUPOBOK
(xubeprpynnupoBok) B MHPpOpMaMoHHON BoitHe Ha cropoHe CIIIA. Heo6xonuMo oTMETUTH, YTO
HE MIEPBBIi TOJl MHOCTPaHHBIE XaKePhl U XaKTHBHUCTHI UIIYT «ySI3BUMOCTH HYJIEBOTO JTHSD» B O(OUCHOM
nporpaMmmHoM obOecrieuenuu (I1O) u poccmiickux omeparmonabix cucrtemax (OC), mpu 3TOM HX
JCWCTBUSI CTAaHOBSATCS BCe Ooyiee CIOKHOOPTaHW30BAaHHBIMH — HaONIOaeTcss  Tepexon

OT «XaKTUBH3Ma» K LCJIICHAIIPAaBJICHHBIM aTaKaM56.

Tabauya 6
HexoTopsblie HedopMaIbHbIE CTPYKTYPbI U KUOEPTPYNIIUPOBKH,
y4acTBYHOIIHMEe B HH(POPMALMOHHOH BOiiHe
Kareropus Nucrutyr/I'pynna IIpumepbl MeTOOB/IPOrpaMmM
XaKTUBU3M Xakepckue DDoS-ataku Ha TOCOpPTaHbl, KOMIAHWU, OOBEKTHI
TPYNIUPOBKH [0 | DHEPTeTUKM U  HHBIE OOBEKTHI  KPUTHUYECKOM
Tty Anonymous, | HHGOPMAaIIMOHHON UHDPACTPYKTYPHI, MTOMCK
Lizard Squad u «ysi3BuMocteit Hynesoro qus» B OC u opucuom I10.
UHBbIE
XaKTUBU3M Coo01recTBa o Koopnunauss arak Ha  pPOCCHUHCKHE  CAlThI
tuny «IT Army of | (t.me/itarmyofukraine2022).
Ukraine» u uHbIe
DeiikoBrIe Coo01recTBa o CocraBnenue 0a3bl TaHHBIX «POCCHUUCKHX BOCHHBIX
pacciieJoBaHus tuny Molfar u IIPECTYITHUKOBY C NOJEIIbHBIMU doro
WHBIE (https://t.me/yigal levin/68887).

B tabnune 7 B kauecTBe mpuMepa NpUBECHbI HECKOJIBKO 3HAYUMBIX AMEPUKAHCKHUX TU(PPOBBIX
nH(]IIIOEHCEPOB U MeANAOPEHIOB, YYaCTBYIONIUX B MHPOPMAIIMOHHON BOMHE MpoTUB Poccuu. DT
aKTOpBl ~ MCIOJNB3YIOT Clenu(pUUIecKue OCOOCHHOCTH UU(POBBIX IUIOLIAJIOK, TaKWe Kak
QITOPUTMHUYECKAs] MEPCOHAIM3alUsl M BHUPAIBHOCTh KOHTEHTA JUIsi MaKCHUMM3allMM OXBara
ayJTUTOPHUH.

Hampumep, Ben Shapiro, Beictynatommii Ha YouTube m X (panee Twitter), coueraer
KOHCEpPBAaTHBHBII JUCKYpC C €XKETHEBHBIM OXBAaTOM B HECKOJBKO MIJUIMOHOB II0JIb30BaTeNei,
MPOJBUTAsl TE3UChl O «POCCHMCKOW arpeccun» B (opmare aHATUTHUYECKHX BHJAE0, KOTOpHIE
MO3UIMOHUPYIOTCS KaK 00BEKTHBHBIE, HO COJEPKAT OJJHOCTOPOHHIOIO HHTEPIPETALIUIO COOBITHI.

56 TIporpamma Wndodopyma-2023. [Dnexrponnsiii pecypc]. URL: https://infoforum.ru/programma-infoforuma-2023
(marta obopamenus: 31.05.2025).
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Tabnuya 7

Hexkotopsie nngposbie HHQIOCHCEPBI 1 MeIMIiHbIe OpPeHABbI,

y4yacTBYWOIIMe B MH(POPMAIIMOHHON BOiTHE

Wms / bpenn | Ilnardopma OcobeHHOCTH BJINSIHUS IIpuMepsbl KOHTEHTA
Ben Shapiro YouTube, X | Kputuka «poccuiickori | UaTepBrio ¢ Bnagmmupom
arpeccum» 3eJIEHCKUM.
The Young YouTube, [Mognepxka cankiuit mpotuB | CtpuMmbl o Tuny «Excusing
Turks (TYT) Facebook Poccun, kpayndanauar War Crimesy.
Hasan Piker Twitch, Buneo mns momomexu 06 | Poomku mo  tumy  «What
(HasanAbi) Instagram, «y’Xacax BOWHBD» ACTUALLY BAD Takes On
TikTok, Ukraine Look Like».
Facebook
Philip YouTube «He#TpanbHbIN» 0030p | Bugeo mo Tumy «Russia
DeFranco HoBocTeld ¢ akueHtom Ha | Threatens South Africa With
3amnajHbIe HappatuBbl | War» (peiikoBast aHaTUTHKA).
(mubo Ha aHTUpOCCHICKHE
HappaTuBbl W (WUJK) TPOTHUB
JPYTHUX TOCYJIapCTB)
BriBoabI
Takum 00pa3om, TPOBENCHHBIN aHAIHM3 JIEMOHCTPUPYET, uTo nHpopManronHas BoiiHa CIIIA
npotuB  Poccum  mpencraBisier  co0OW  MHOTOYPOBHEBYIO — CHUCTEMY, HHTETPHUPYIOUIYIO

roCyJJapCTBEHHbIE, KOPIIOPATUBHbIE, aKaJeMUYECKHE U HE(pOpMabHbIE CTPYKTYPBHI.

Ee snpo ¢dopmupyer B3auMOCBS3aHHBIE MEXIy cO000il ypOBHH, NEHCTBYIOIIME B pPaMKax
eAMHON cTpaTeruu MU poBOr rereMOHUH, & UMEHHO:

1) BoenHO-pa3BeabIBaTENIbHBI KOMILIEKC KaK OCHOBAa TMOPHAHBIX omepaiuii. BoenHsle u
pasBeapiBatenbHbie CTPYKTypbl CIIA (Ilentaron, USCYBERCOM, I1IPY, DARPA u npyrue)
pa3pabaTbIBalOT TEXHOJOTHHM sl KHOeparak, IMCHUXOJOTHYECKMX ONepanuid M KOHTPOJS Hak
MH(GOPMALIMOHHBIM TPOCTPAHCTBOM, a TaKXe KOOPAUHUPYIOT AEATENbHOCTh IPYTUX aKTOPOB.
Hanpuwmep, nporpamma SocialSim (DARPA) mozenupyer moBeneHHe MOIb30BaTENICH B COLICETIX
U1 IPOrHO3UPOBAHMSI IPOTECTHBIX BOJIH, a Narrative Analytics HOAMEHSET CMBICIIbI METUAKOHTEHTA
¢ nomomsio MU. Omnepanuu mo tuny «Glowing Symphony» (USCYBERCOM) nanpaBiieHbl
Ha aTaKu KPUTUYECKON HHPPACTPYKTYPBI, BKIIOYAs S3HEPTOCETH, UTO COYETAETCs € Ie3uH(popMarren
o «BuHe Kpemius» yepe3 noaxontponsHeie CMMU. Ilpu 3TOM KOOpAMHALMS MEXAY areHTCTBaMU
ycunuBaeT ¢ dexr: manabie AHB o cmabbix Toukax mHpacTpykTypbl PO moryT mepemaBaThCs
USCYBERCOM g ToueuHslx ynaapoB, a [IPY cuHXpoHM3MpyeT mpomaraHay 4epes
Telegram-kananst u HITO u ocymiecTBisieT coop nHopmMaIuy Ha TEPPUTOPUH POTUBHHUKA.

2) WHble rocynapCTBEHHbIE HMHCTUTYTHI: 3aKOHOZATENbHas W (MHAHCOBAs MOJICPIKKA
nen3ypbl. l'ocmen (uepe3 GEC) um USAID ¢duHAHCHPYIOT TPOEKTHI TIO TPOJIBHKCHHUIO
aHTHpoccHuiickux HappaTuBoB, Mundun CILA 6nokupyet goctyn poccuiickux meaua (RT, Sputnik)
K MeXayHapoaHbiM GuHaHCOBBIM cucteMam, a CISA u FCC BHeapsioT HHCTpyMEHTHI 1TU(poBOit
LIEH3YPbI, MAPKUPYsI POCCUMCKHUE IOMEHBI KaK «OMACHBIE». DTU MEPHI AOMOJHAIOTCS KOOPAUHAIUEH

¢ IT-ruranramu: anropurmel Meta*>’ (Risk Mitigation Protocol) ckpsiBator xonTeHT 06 CBO,
a Google (Project Shield) OmnokupyeT mnpopoccHiicKHe pecypchbl TOA TMPEIIoroM OOpHOBI
¢ «ae3uHdopmanuein.

57 Meta* (coumanbusie cetu Instagram* u Facebook™) — skcTpeMuCTCKas OpraHM3alus, AESITENBHOCTH KOTOPOi
3anpeiena B Poccum.
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3) Kopnopauuu u HITO: koHTpOs 11M(DPpOBOI SKOCHCTEMBI. TEXHOTOTHYECKHUE KOPIIOPAITUT

(Meta*>%, Google, Microsoft i mpyrue) HrpaioT KIIOUEBYIO PONb B MOJABICHHH aTbTEPHATHBHBIX
Touek 3peHus. Hampumep, Microsoft orkmtouaer cepBuckl Azure mins P®, a Apple ynmanser
HEYTOJHbIe TpHIOKeHus u3 App Store moj mpemiaorom «OezomacHocTu». [mobampapie CMU
(Reuters, CNN u npyrue) THPaXHPYIOT HETIPOBEPEHHBIC TAHHBIE O «BOCHHBIX MPECTYIUICHUIX PDy,
CO3J1aBasi SMOLIMOHAIILHO 3apsKEHHbIC HAPPATUBBI Yepe3 KOPOTKUE POJIMKH, KOTOPHIE OXBAaTHIBAIOT
Muutonbl moanucuynkoB. HITO, takme kak HexenatenbHbie B Poccunm NED m Open Society
Foundation, MacKupyIOT MOJUTHYECKUE LIEIH [10J] TYMAHUTapHbIE HHUIIUATHBHI.

4) AkxaneMHuYecKue LEHTPbl M AaHAIUTUYECKUE CTPYKTYpPbl COCTABISAIOT HICOJIOIMUYECKHIM
¢dbyHmameHT u kaapoByto 6a3y. Yuusepcutersl (I'apsapn, MIT, Ctandopa u apyrue) u think-tanks
(RAND*59, Atlantic Council*®? u T.J.) CO3AIOT HAYYHYIO OCHOBY JIJISl MAHUITYJISIITANA COZHAHUEM U
TOTOBAT KaJphl Ui Pa3IUYHbIX onepanuil, — Hanpumep, ['apBapAckuil yHUBEpCUTET HPOBOIUT
WCCIIENOBAHUA 1O  «POCCHiHCKOi  mesuH(opManum», Menb  NPOABMTAaeT  HAPPATHBHI
00 «@xoHOMHUeckoM 3abBeHum» Poccum, a Ctandopackuit Cyber Policy Center u MIT rorossar
Kaapel 1 kubepornepaunii, RAND ananuzupyet anroputmsl TikTok ams ncnonap3oBaHust B CBOMX
LeNAX, CeTh TaBUCTOKCKOIO HWHCTUTYTa pa3pabaThiBa€T METOJAbl YIPABICHHUA IPYNIOBOH
JTUHAMHUKOM.

5) Hedopmansabie cTpykTypbl W HHGIIOGHCEPHL. XaKepckue Trpynmnsl (Anonymous,
Lizard Squad, IT Army of Ukraine u npyrue) u HedopMaibHble OpraHU3aIMU JOTIOIHSIOT JaBJICHHUE
yepe3 DDoS-artaku, (elikoBbie paccienoBaHHs M SKCIUTyaTallUI0 TeM IMCHXUYECKOTO 3JI0POBBSI.
Hanpuwmep, IT Army of Ukraine xoopaunupyer xubeparaku uepe3 Telegram-6otoB, a Molfar
co3aer 0a3bpl JAHHBIX C HOJAETbHBIMH (OTO «POCCUHCKUX BOEHHBIX IPECTYIHUKOB.
WNudmoencepsr (Ben Shapiro, Philip DeFranco u gapyrue) MackupyloT npomaranjay Moz
«HEUTpaNbHbIA aHAIN3», (POPMUPYS ATBTEPHATUBHBIE CUCTEMBI JOBEPHUS.

PaboTa oxBaThIBaeT JUIIb MATYIO YacTh aKTOPOB HH(popMaroHHo# BoitHbl CILA, onupasich
Ha OTKpBIThIe JaHHble. Hampumep, ocrarorcs 3a paMkamu Oojee COTHM NpH3HaHHBIX B Poccun
HEXXEJAaTeNbHbIX OpraHu3alMid, IOYTH ThICA4a HWHOAreHTOB, MAaJIOW3BECTHBIC AHAIUTUYECKUE
CTapTanbl U «TABUCTOKCKAs CETh», BKIIOYAIOIIAs THICSYM CIELUAIUCTOB I10 YIPABJICHUIO
co3HaHueM. TeM He MeHee, BBIABICHHBIE MEXAaHHU3MbI IOATBEPXKIAIOT, YTO COBPEMEHHbBIC
MH(GOPMALIMOHHBIE BOMHBI — 3TO CIIOXKHEHINNE SBJICHMS, SBISIOIMECS B TOM YHCIE BOHHAMU
3a BOCHIPUSATHE, TJ€ TPAHUIBI MEXIY (DAaKTOM M MHTEpHpeTanueil, TocyAapcTBOM M KOPIOpALUEH,
BOMHOUM M MUPOM LIEJICHANPABJICHHO Pa3MbIBaIOTCS.

IIpoBenénHoe wuccienoBanue mnokasbiBaeT, uyto CIIA cTpemsarcs K acuMMETPUUYHOMY
KOHTPOJIIO HaJa TJI00aNbHBIM HMH(OPMAIIMOHHBIM TMPOCTPAHCTBOM, HCHOJIb3ys WHCTPYMEHTHI
«MATKOM CHJIB» M TEXHOJOIMYECKOE IPEBOCXOJCTBO, IPH ITOM IPOUCXOAUT IHEPEXOJ]
MH(POPMAIIMOHHBIX BOWH M3 TAKTUYECKOTO B CTPATETMUYECKUI PEXUM, YTO TpEBpaliaeT HxX
B MHCTPYMEHT IepepaclpesieieHusl BIacTH Ha JOJITOCPOYHBIM Mepuoja B Ii1o0albHOM MaciuTade
Onmaronapss CHUCTEMHOW KOOpAMHAIMM HWHCTUTYTOB (BOCHHO-PA3BEIbIBATEIBHOTO KOMILIEKCA,
roCcyJapCTBEHHBIX OpraHoB, Koprnopanui u think-tanks 1 uHBIX).

Takum oOpaszoMm, apxutekTypa uudposoii reremonnun CILIA npezncraBiser coOoi cUHTE3
TEXHOJIOTUH, MpoIaradibl U CHUJIOBOIO JABJIEHUS, OCYLIECTBISEMBbIN pa3IMYHBIMU MHCTUTYTaMH,
HaNpaBJICHHBIA Ha TMepegopMaTUPOBAHUE PEATBHOCTH B MHTEpecax IJI00aJbHOTO aMEPHUKAaHCKOTO
noMuHupoBaHusa. OJHaKo OTBEeTHble Mepsl Poccum M pocT  aJbTEpHAaTHBHBIX  OJIOKOB
(mo tumy BPUKC) yka3piBaloT Ha HEHW30€XKHOCTh TpaHCPOPMALMU MHPOIOPSAIKA, TIJIe
MH(GOPMALMOHHOE TPOCTPAHCTBO OCTAHETCS OJJHUM U3 KIIIOYEBBIX I0JIeH OMTBHI 3a Oyayliee.

8 Meta* (coumanbhbie cetu Instagram* u Facebook*) — 3KCTpeMHUCTCKas OpraHM3alus, JESATENbHOCTh KOTOPOW
3ampeiieHa B Poccun.

5 RAND Corporation* — T'ennpokyparypa P® npusHana HexenaTenbHOW B POCCHM JIEATENBHOCTL aMEPUKAHCKON
HernpaBuTeabcTBeHHOU opranu3annu RAND Corporation.

0" Atlantic Council * — Tennpokyparypa P® npusHana HexenarenbHOM B Poccuu JeSTENLHOCTE aMEPHKAHCKON
HEeTpaBUTEILCTBEHHOM opranu3aiuu Atlantic Council.
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